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This meeting is being held in the procurement phase of the IRIS² programme and therefore, in 

accordance with the provisions of the EU’s Financial Regulation, any information relating to the 

procurement itself cannot be discussed.

This is to ensure that the principle of equal treatment with other potential tenderers is not altered.

DISCLAIMER
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The EU Regulation



The Regulation is in force since 20 March 2023
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Why IRIS²
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The two Programme objectives (Article 3 of the Regulation)

1. Ensure secure, 
autonomous, high-quality, 

reliable & cost-effective 
satellite governmental 

communication services to 
government-authorised

users

2. Enable commercial 

services, or services offered 

to government-authorised

users based on commercial 

infrastructure at market 

conditions

In order to facilitate, inter 

alia, the further 

development of worldwide 

high-speed broadband and 

seamless connectivity as 

well as removing 

communication dead 

zones and increasing 

cohesion across 

Member States’ 

territories, while bridging 

the digital divide
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Digital divide has socio-economic consequences for rural areas and 
challenges the development of a fully functioning single market

• Lack of broadband 

availability leads to the 

digital exclusion of about 

3% of the total EU 

population (and of 10% of 

households in rural areas

• As demands will continue 

to grow it is necessary to 

provide a resilient and 

scalable solution that can 

provide ubiquitous 

coverage. 



There is a growing mismatch between needs 

for secure reliable, and diverse satcom 

services and available EU and Member State 

satcom solutions.

Threat level increases 

and changes nature

Evolving nature and increasing 

secure governmental satcom 

needs

Current EU satcom assets 

do not allow to meet these 

evolving needs

1 2 3

Addressing unmet new Satcom needs
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Increasing threats on critical infrastructures

CHANGING THREATS
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1

Hybrid 
threats

Cyber 
threats

Rise of 
quantum 

computing

Increase 
of natural 
disasters



Increasing natural disasters in Europe 
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Drought Earthquake Epidemic Extreme temperature Flood

Fog Impact Insect infestation Landslide Mass movement (dry)

Storm Volcanic activity Wildfire

Number of reported natural disasters in Europe, 1951-2021 

Source: EM-DAT, CRED / UCLouvain, Brussels, Belgium 
10

CHANGING THREATS1



Security incidents impacting telecom services

77

95

146
138

158
169

157 153

170

2012 2013 2014 2015 2016 2017 2018 2019 2020

Number of telecom security incidents per year, 2012-2020

Source: ENISA - Telecom security incidents  Annual report 2020 

+10.4% p.a
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CHANGING THREATS1



Governmental use cases are evolving, requiring higher performance & 
global coverage

Governmental service needs

CRISIS MANAGEMENT 
AND EXTERNAL ACTIONS

SURVEILLANCE

CONNECTING KEY 
INFRASTRUCTURES

Evolving requirements

• Performance (Latency, real time data, data 

rate, data loss acceptance) 

• Global coverage, in particular polar regions

Source: Work group on High Level Civil Military User Needs for Governmental Satellite. Communications AND ENTRUSTED study
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CHANGING NEEDS2



The system aims at complementing existing EU infrastructure

Existing: Geostationary

Earth Orbit

Altitude: 36 000 km

Latency: 600-800 ms
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Existing: Medium Earth

Orbit

Altitude: 8 000 km

Latency: 125-250 ms

Low Earth Orbit

Altitude: 600 - 1 200 km

Latency: 30-50 ms

OFFER MISMATCH3



And filling a gap that all Space Powers are pursuing

MILSATCOM :

• Strong access

constraint

• Availability in non-

permissive 

environments

GOVSATCOM :

• Mid Access 

constraints

• High robustness

• Affordable user 

segment

Commercial Market :

• Unrestricted/unregu

lated access

• « Low cost » user 

segment

GEO 

Low latitudes

Restricted longitude

High latency

MEO

Low latitudes

Full long. Coverage

Medium latency

LEO Const.

Global coverage

Low latency

SyracuseSicral

Athena - Fidus

Xtar-Eur

SATCOMBw

GovSat

+ others non EU

(Intelsat, Inmarsat, Thuraya)
O3b

National Defense Space Architecture - project

IRIS²

Hard Gov

Level of security

Geographical

coverage

GuoWang (国网) 

Spainsat

Sfera- Project

GreeCom
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MILStar

WGS

Starshield

IRIS² ‘light gov’

New commercial capacity (tbd)

OFFER MISMATCH3



Infrastructure and services
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Secure governmental

services
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Infrastructure and ownership of the Programme

Commercial 

infrastructure

Govsatcom hub
Security 

monitoring center

Common ground

infrastructure

Governmental

infrastructure

Provides services to 

governmental users

Ensures security of 

system and manages 

cryptography

Provides services to 

commercial users

Operates the 

constellation(s)

Space segment
GEO

MEO

LEO
Governmental

infrastructure

Commercial 

infrastructure

16
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IRIS² will be built upon the govsatcom infrastructure

MEO

LEO

Operations Service Users

Govsatcom Hub

GOVSATCOM SECURE CONNECTIVITY 

MS GEO assets

Accredited EU 

private assets

MEO

LEO

Operations Service Users

Govsatcom Hub

MS GEO assets

Accredited EU 

private assets

Gov. low-latency

assets

Commercial low-

latency assets

Security 

centre

QCI 

centre

New infrastructure



List of services offered by IRIS2

• Services restricted to governmental users based on 
governmental infrastructure, incl. space data relay

• Services to governmental users by commercial 
infrastructure

• Quantum Communication to governmental users

Governmental 
services

• Worldwide high-speed broadband and seamless 
connectivity, incl. narrow band services, provided by the 
private sector

Commercial 
services

• Subsystems, including payloads that can allow the increase 
of the capacity and services of the components of the Union 
Space Programme

• Hosting of private and publicly owned communication and 
non-communication payloads

Additional non-
communication 

services
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Actions in support to New 
Space, start-ups and SMEs
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Strengthening the competitiveness of the EU’s space sector, especially New 
Space, start-ups and SMEs

Ensure SMEs and start-ups participation 

(through award criteria, SMEs integration plan, possibility to provide own services, 30% 
of the value of contract above EUR 10 mln to be sub-contracted)

Maximise use of open source technologies, open 
standards and interoperability

Maximise the use of disruptive technologies
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Governance
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Governance of the Programme 
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Principles of governance

European Commission 
(overall responsibility)

EUSPA
(accreditation, operational 

mgmt, service provision)

Member 

States

ESA
(supervision of development 

and validation, EuroQCI)



Timeline
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Timeline

23 24 25 26 27 28

Development and validation Deployment

Initial 

services
Programme 

Launch

Full 

services

Exploitation
Future Generations 

incremental

upgrade

EuroQCI development and integration
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IRIS2 contractual building 
blocks



Contractual building blocks

Meta 
operator

Multi-
supplier 

framework 
contract

Main 
tender

EuroQCI
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Thank you
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